### Android Mobile Phone
(Samsung, Sony, Huawei, HTC, Motorola etc)
Open the play store on your device.

### Apple iPhone
Open the App Store on your device

Search for and install “Microsoft Authenticator”

Note: you can only authenticate from one device.

On your desktop computer visit the Multifactor enrolment page

https://account.activedirectory.windowsazure.com/Proofup.aspx
Enrolling your mobile phone for Multifactor Authorisation for Access to OneDrive for Business / Outlook Web Access

Click “next”

Then

“set it up now”

Change the dropdown from ‘Authentication Phone’ to ‘Mobile app’, and select receive notifications for verification. Now click setup.
### Enrolling your mobile phone for Multifactor Authorisation

Now open the Authenticator app on your mobile device and click the + button, then select ‘Work or school account’ and then scan the QR code. Then click ‘Next’.

At this point you should get a test approval MFA authentication request on the device, click ‘Approve’.

Finally set up your mobile number for a fall-back, if required this can be a landline but you will need to have access to the phone in order to reset your account at a later time.

Now click finished, and you should be passed through to the relevant application.

---

**Configure mobile app**

Complete the following steps to configure your mobile app:

1. Install the Azure Authenticator app for Windows Phone, Android or iOS.
2. In the app, tap '+' to add a user.
3. Scan the image below.

If you are unable to scan the image, enter the following information in your app:
- Code 793 368 452
- URL: https://mfaidentity.phonefactor.net/pad/77218450

If the app displays a six-digit code, you’ve finished.

---

**Additional security verification**

Secure your account by adding phone verification to your password. View video

**Step 3: In case you lose access to the mobile app**
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